
 

 

 

We focus on protecting your private data during your online reservations or registering at the hotel 

by providing personal data. Therefore we would like to let you know the privacy policy applied when 

we handle your personal data. Hereby we inform you what data we collect, how we handle and 

protect their privacy and for what purpose we collect them. 

We undertake the responsibility of handling and processing the data of our users privately, secure 
and with accordance to the governing law when registering at the hotel or making online reservation. 
We undertake the responsibility of meeting all criteria of the Information Law of Hungary 
(CXII./2011) and all other concerning regulations.  

We keep the right to change the information in this privacy policy without any notification once the 
governing law is changed or modified. Only the actually published (at www.telekomhotel.com) 
version of the privacy policy is considered to be valid among all other (former) versions. 

All data collected by any method written above are handled and processed by Accent Hotel Solutions 
Kft. Accent Hotel Solutions Kft is registered at the Hungarian National Privacy Policy and Information 
Authority (Nemzeti Adatvédelmi és Információs Hatóság) under the registration id NAIH-57198/2012. 

All of your personal data that you provided by the time of your  online reservation or newsletter 
subscription will be processed and handled for marketing and market research purposes with the aim 
of registering you as frequent customer and to handle your discounts or to send you (as a subscribed 
addressee after your free will) information and promotional material via email or courier. 

Personal data are only handled and processed after the permission of the client or in order to comply 
with the obligation set by the governing law. Accent Hotel Solutions Kft will only process and handle 
your personal data in accordance with your deliberate approval and free will - considering the 
regulations of the governing law. 

All data that you deliberately provide us are stored, processed and handled in orded to provide the 
services you applied for. We only ask those data that are needed to provide these services. 
Concerning these data we undertake the responsibility to keep the privacy policy as follows: 

 We collect and handle personal data fairly and in accordance of the regulations of the 
governing law. 

 We collect and handle personal data only for rightful purposes defined above and we do not 
use them for any other purpose. 

 The method processing is available to store and handle the data JUST AS LONG as the data-
storing is required or allowed by the client. 

 We only process and handle the data that are required for providing the services set above. 
 We consider all data processed by us to be exact, complete and up to date. 
 The storing period of any data is just as long as it is required to complete the services 

undertaken AHS. 
 We provide every right of the concerned persons as set in the Information Law and other 

concerning laws and regulations. 
 We do all technical and organizational steps to reduce the risk of any damage (illegal abuse, 

loosing data etc) in the collected data. 

 



 

 

 

 

Hereby we would like to inform you that Magyar Telekom (address: 1013 Budapest, Krisztina 

krt. 55.) operates an electronic surveillance system (surveillance cameras) in the hotel located 

at the address 8174 Balatonkenese, Parti sétány 51., named “Telekom Hotel”. The hotel’s 

electronic surveillance systems are operated by the Security Department. 

 
 
We would like to inform you that the provisions of the Act CXXXIII of 2005, on Security Services 

and the Activities of Private Investigators (hereinafter: Szvtv.), and the provisions of the Act 

CXII of 2011, on Informational Self-determination and Freedom of Information, are applicable 

for the rules of capturing, usage and storage of image and voice recordings. The electronic 

surveillance system is operated as described below, based on the specific consent according to 

Paragraph 2 of Section 30 of the Szvtv., with the objective to protect the human life, the safety 

of persons, and the property; in order to prevent or detect infringements or accidents, to 

surprise the perpetrators in the act, and to prove the infringements. We would like to draw 

your attention to the fact that entering the location monitored with cameras after reading the 

present note is considered a specific consent to data processing. 

 
 
Scope of processed data: the face, voice, and other personal data that can be seen and heard 

on the image and voice recordings. 

The registration number of data processing by Telekom Hotel Llc. is: NAIH-65179 

 
The electronic surveillance system operates 24 hours on each day of the week, the server 

located in the location of Telekom Hotel stores the recordings for 3 workdays. 

 
For the safe processing of personal data, the protection of the data stored on the server is 

ensured by personalised usernames and passwords, based on these it can be determined 

which authorised person accessed the data and when. 

 
 

Magyar Telekom Security Department in Chief is in charge are entitled to view the camera 

recordings. 

 

The stored recordings of the camera surveillance and storage system operated by Magyar 

Telekom can be accessed only by authorised persons, exclusively in order to prove 

infringements against human life, safety of persons and property, and to identify the offender; 

and in order to reveal other events or accidents affecting the life or safety of persons. 

 
 



 

 

 

Magyar Telekom registers in a protocol the access to captured recordings, the name of the 

person, the reason and time of data access. 

 

Data transfer is possible exclusively in case of a procedure in progress related to unlawful 

behaviour or breach of duty, to the authority or court performing it. The scope of transferred 

data can be the recordings of the camera system containing relevant information, and the 

names of persons that can possibly be seen on the recordings. 

 
 
We would like to inform you that the affected persons – whose rights or rightful interests are 

affected by the image or voice recording – may request a copy of the recordings made about 

them with the electronic surveillance system; and may request the deletion of the recordings 

according to the provisions of the legislation in force. Additionally, persons whose rights or 

rightful interests are affected by the image or voice recording, may request from Magyar 

Telekom not to destroy or delete the data, within 3 workdays from recording the image or 

voice, after attesting their right or rightful interest. 

 
We would also like to inform you that you may request information about processing your 

personal data from Magyar Telekom anytime. Furthermore, you may request the correction or 

locking of your personal data according to the applicable legislative provisions. In addition, you 

may protest against the processing of your personal data. 

 
We would like to inform you that in case of a violation of your rights you may apply to the 

court according to the provisions of applicable legislation; furthermore, anybody can initiate an 

investigation by notifying the National Authority for Data Protection and Freedom of 

Information, reporting that an infringement has occurred – or there is an imminent danger 

thereof – in relation with the processing of personal data. 

 

Locations supervised with cameras (based on number of cameras): 

 Entrance of the hotel 

 Hotel Bar 

 Conference Venue 

 Parking area 1 

 Parking area 2 
 

Balatonkenese, 01.12.2017. 


